附件：

**招聘岗位及具体条件**

| **序号** | **招聘岗位** | | **岗位职责** | **具体条件** |
| --- | --- | --- | --- | --- |
| 1 | 信用卡  业务人员 | 信用卡中心  负责人 | 负责根据全行发展规划及本部门业务发展需要，制定信用卡业务整体规划，包括但不限于信用卡业务发展路径、发展模式、发展目标及具体工作措施等；负责统筹组织开展信用卡中心各项工作；负责统筹推动信用卡经营目标达成；负责统筹信用卡风险管理工作等。 | 具有3年及以上在国有控股大型商业银行或全国性股份制银行的总行或分行从事信用卡相关管理工作经验；熟悉信用卡相关业务知识。 |
| 2 | 营销管理岗-  产品建设方向 | 负责同业市场调研；负责信用卡产品设计、权益配置；负责制定信用业务相关产品制度；负责协助信用卡营销管理人员搭建信用卡权益场景。 | 具有3年及以上在国有控股大型商业银行或全国性股份制银行的总行或分行从事信用卡相关产品研发工作经验。 |
| 3 | 营销管理岗-  营销推动方向 | 负责制定个人信用卡业务营销发展规划和计划；负责搭建信用卡营销渠道及权益场景；负责信用卡的宣传推广与品牌建设；负责信用卡业务的营销推动与培训；负责制定信用卡营销激励方案等。 | 具有3年及以上在国有控股大型商业银行或全国性股份制银行的总行或分行从事信用卡相关营销策划管理工作经验。 |
| 4 | 授信审批岗 | 负责根据授信业务审查、审批制度对客户申请的合理性进行审查审批；负责制定信用卡业务审查、审批制度；负责根据业务发展规划及产品特性评估授信审批团队的组建及运营管理；负责持续对信用卡审批流程进行优化。 | 具有3年及以上在国有控股大型商业银行或全国性股份制银行或省级城市商业银行从事信用卡业务授信审批工作经验；熟悉信用卡相关业务系统操作。 |
| 5 | 风险合规岗-  风险管理方向 | 负责信用卡风险政策研究和风险策略、授信策略的制定与完善；负责信用卡风险评级，组织实施内部风险检查，有效控制业务风险；负责信用卡业务诉讼及不良资产处置等。 | 具有3年及以上在国有控股大型商业银行或全国性股份制银行或省级城市商业银行从事信用卡相关风险管理工作经验；熟悉信用卡相关业务系统。 |
| 6 | 风险合规岗-  数字化建设方向 | 负责信用卡外部数据引入及应用工作；负责信用卡风控策略、模型的建设与优化工作；负责配合风险管理部门定期开展信用卡模型评估工作；负责信用卡业务系统功能完善与维护。 | 具有3年及以上在国有控股大型商业银行或全国性股份制银行或省级城市商业银行从事信用卡业务数据分析或系统运维工作经验；具有风控模型建设经验者优先考虑。 |
| 7 | 信息科技人员 | 系统开发岗-  数据架构方向 | 负责按照数据中台的既定方案，拆分数据能力、细化架构设计、制定进阶方案、推动落地生效；负责全行级数据板块系统数据模型选型、技术把关、模型设计和评审；负责了解行业数据建模动态，不定期评估对数据湖、数据仓库、数据集市等模型的适用性，提出数据模型优化建议，保持数据模型的稳定性、先进性；负责完成数据类系统差异化分析，找准我行数据类系统建设的“痛点、难点、堵点”；负责有针对性的制定进阶方案，序时推动细化的数据类项目建设，项目建设成果符合预期目标；负责带领现有人员在技术上和工作方法上持续提升。 | 具有10年及以上银行数据仓库/数据集市/数据中台项目经验，其中从事过5年及以上银行数据模型设计经验优先；掌握数据仓库/数据集市/数据湖各类模型建模理论，了解数据仓库/数据集市/数据湖数据分层架构，可自行设计数据仓库/数据集市建设规范；熟悉数据架构设计，具有完整的、可行的数据运营体系知识体系，可推动数据价值发挥实效；具有数据类相关证书者优先考虑。 |
| 8 | 技术支持岗-  云平台方向 | 负责云平台的规划，制定IAAS、PAAS、SAAS建设和使用规范；对银行运维有深刻的理解，能结合实际优化运维体系，提升运维水平；负责制定我行云平台建设整体方案和可行的存量系统迁移方案；负责制定运维优化提升方案，提升运维水平；负责统筹使用操作系统、虚拟化、分布式数据库等相关技术、分布式存储、PC服务器、常见运维工具（如Zabbix/ELK/Ansible/Docker等）技术，逐步向智能运维过渡。 | 具有10年及以上系统运维经验或5年及以上银行科技运维工作经验或3年及以上云平台建设和维护工作经验；精通服务器虚拟化相关技术，掌握主流私有云平台建设规划，熟悉openstack、docker、kubernetes等主流的云计算技术；熟悉分布式存储、PC服务器等相关技术，熟悉操作系统、虚拟化、分布式数据库等相关技术，精通常用操作系统（Windows、Linux），熟练使用Python、SHELL等脚本语言；具备常见运维工具（如 Zabbix/ELK/Ansible/Docker 等）的使用经验；具有腾讯云认证工程师资质（Tencent Cloud Certified Associate）。 |
| 9 | IT风险与信息安全岗-信息安全技术方向 | 负责安全体系、运营体系整体规划；对银行信息安全有深刻的理解，能结合实际优化安全体系，提升全行安全水平；负责推动落实终端安全、边界安全、主机安全加固提升等项目建设，比照安全运营体系，保障安全问题及时处理，实现本行安全水平达到商业银行水平目标；带领现有人员在技术上和工作方法上持续提升。 | 具有8年及以上信息安全经验或5年及以上金融业或信息安全专业领域工作经验或3年及以上攻防（全国或省级）工作经验，在攻防过程中应作为主要参与者；具有完善的安全知识体系，至少在每个安全方向，都参与过项目的规划和实施，如边界安全、主机安全、终端安全、开发安全、数据安全等；具有全面的攻防技能，近三年参与过全国或省级攻防，技术总监、组织者或获奖人员优先考虑；能够独立设计适合金融机构的网络安全方案；具有安全、审计类证书者优先考虑，如CISP、CISSP、CISA等。 |